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In response to the current challenges of limited monitoring methods and underutilization of data in 

distribution networks, this paper proposes a study on intelligent distribution network operation and 

anomaly detection using information technology. This article begins by analyzing the technical 

characteristics and data flow within the current power supply enterprise distribution network scheduling 

support system. It selects extensive historical telemetry data as the subject of research and employs the 

C-means fuzzy clustering algorithm to identify distribution line load patterns and conduct load prediction. 

A mismatch degree index, taking into account membership degree and Euclidean distance factors, serves 

as the criterion for assessing line faults. A 12 kV distribution line (L) in a certain area was chosen and 

tested using real operational data to see if the proposed big data-based method for monitoring distribution 

network faults works. The test results show that this study can correctly find patterns in distribution line 

loads, reliably find line faults, and, to some extent, lessen the problems that come up when loads change 

normally. The application results reveal that this study offers a straightforward and practical monitoring 

approach that effectively assesses the fault status of distribution networks that cannot be monitored using 

existing methods. 

Povzetek: Predstavljena so inteligentna distribucijska omrežja in zaznavanje anomalij z uporabo 

informacijske tehnologije ter algoritmov za razvrščanje, kar izboljšuje zanesljivost in učinkovitost omrežij 

s pomočjo analize velikih podatkov. 

 

1 Introduction 
Smart Distribution Automation is the embodiment of 

Smart Grid in the distribution network. Compared with 

traditional distribution networks, it has higher safety, 

higher power quality, and fault analysis and diagnosis 

capabilities. With the advancement of intelligent 

distribution network construction, the level of distribution 

network management has improved, but the dispatch, 

operation, and maintenance management of the 

distribution network still needs further improvement. On 

the one hand, the distribution network lacks data from 

some links, and on the other hand, there is a problem of 

large data volume and difficulty in analysis. Specifically, 

it includes: 

1.1 The grid scheduling system is unable to 

obtain full data on the distribution 

network 

The distribution network is divided into three categories 

based on voltage levels: high-voltage distribution network 

(35kV, 63kV, 110kV), medium-voltage distribution 

network (10kV), and low-voltage distribution network 

(220V, 380V). The main network information is collected 

by EMS, and the distribution network scheduling system 

only monitors the data above the high-voltage side of the  

 

substation area, lacking monitoring data for the low-

voltage distribution network. In addition, the wide range 

of low-voltage users, unclear equipment investment 

property rights, and inconvenient installation and 

monitoring have all caused a lack of data in the 

distribution network. 

1.2 Low efficiency in handling faults in 

distribution networks 

The alarm monitoring platform of the intelligent dispatch 

technology support system for distribution networks can 

judge the faults and alarms generated in the system and 

present them to the staff in a real-time alarm manner. 

However, with the addition and expansion of distribution 

network equipment, the distribution network has become 

increasingly complex, and the number and types of alarms 

on the platform have also become more complex. 

Ordinary monitoring and maintenance personnel are faced 

with such a large number of complex types of faults and 

alarms every day, and their hearts have become spare but 

their abilities are insufficient. The current alarm 

monitoring platform mainly has the following 

shortcomings: 

i. There is various interference information in the alarm 

information, such as frequent signals from the 

distribution network, debugging signals, and non-
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monitoring key signals. Additionally, a fault may 

result in a large number of alarm events, many 

redundant alarms, and some information missing from 

these alarm events. Disturbance alarm information 

makes clear identification of faults more difficult, 

increasing the work pressure on maintenance 

personnel. 

ii. A large amount of interference information has a 

significant impact on data mining and the analysis of 

equipment faults. 

iii. The current distribution network is still at a level 

where monitoring personnel rely entirely on 

experience to diagnose and handle faults, resulting in 

low work efficiency. 

These shortcomings prevent timely and effective 

troubleshooting of the resulting faults, seriously affecting 

work efficiency. Therefore, there is an urgent need for an 

effective method to solve these problems so that faults can 

be located and resolved promptly and the distribution 

network can operate more stably. The ability to evaluate 

and analyze the health status of distribution network 

equipment needs to be improved. The existing distribution 

network system cannot still evaluate and analyze the 

operating status of equipment and cannot timely grasp and 

diagnose the current operating status of equipment and 

predict potential risks in the future. It is necessary to 

construct a distribution network equipment evaluation 

model to evaluate and analyze the primary and secondary 

equipment under the jurisdiction of the distribution 

network to identify the weaknesses of the distribution 

network, help management and decision-making 

departments solve the problems of network structure 

transformation, construction investment, etc., improve 

auxiliary decision-making ability, better reduce the 

occurrence of faults, and improve the stable power supply 

ability of the distribution network. 

In recent years, the development of information and 

communication technologies, as well as the emergence 

and progress of new technologies such as big data, 

business intelligence, and data mining, have provided new 

technological means to solve these problems. Therefore, 

the problem of storing massive amounts of data can be 

solved by integrating a time series database into the 

distribution network dispatch automation system. A 

distribution network diagnosis system software based on 

“big data” technology can be constructed to seek solutions 

to the problem of “massive data and missing information” 

in the distribution network [1]. Data lean management can 

be implemented in the distribution network field, 

providing data analysis and display tools for business 

personnel and providing data support for management 

decisions [2]. The rapid advancement of intelligent 

distribution networks has created new challenges in 

monitoring and maintaining power system reliability. 

Traditional distribution networks are often plagued by 

inefficiencies in fault detection and anomaly management, 

leading to prolonged downtimes and increased operational 

costs. The limitations of conventional monitoring 

techniques, coupled with the underutilization of vast 

amounts of available data, hinder the effective 

management of distribution networks. This research is 

motivated by the need to enhance the operational 

efficiency of distribution networks through the integration 

of advanced information technology and data analytics. 

By addressing the gaps in current fault detection methods 

and leveraging the potential of big data, this study aims to 

improve the reliability and stability of power distribution 

systems, ensuring a more resilient and efficient network 

operation. This research makes several significant 

contributions to the field of intelligent distribution 

network management. Firstly, it introduces a novel 

approach to anomaly detection and fault prediction by 

employing the C-means fuzzy clustering algorithm, which 

enhances the accuracy of load pattern identification and 

fault monitoring. The study also proposes a mismatch 

degree index that incorporates membership degree and 

Euclidean distance factors as criteria for assessing line 

faults, providing a more reliable method for fault 

detection. Furthermore, the research validates the 

proposed methodology using real operational data from a 

12 kV distribution line, demonstrating its effectiveness in 

accurately identifying load patterns and reducing the 

challenges associated with normal load variations. The 

findings of this study offer a practical and scalable 

solution for improving fault detection and predictive 

maintenance in intelligent distribution networks, 

contributing to the overall enhancement of network 

reliability and operational efficiency. 

2 Literature review 
The State Grid Corporation of China has been working 

harder over the past few years to change the way 

distribution networks are automated. They have also been 

promoting and using the Distribution Automation System 

(DAS) more, which can do remote signaling, telemetry, 

and remote control (three remotes) of switches on the main 

and some branch lines of the distribution network. Based 

on the line accident signal and the protection signal of the 

automation switch, the fault zone is automatically 

determined, a prompt signal is sent to the control 

personnel, or the fault isolation and restoration of the 

power supply are automatically completed, improving the 

reliability and quality of the power supply. 

The traditional medium voltage distribution network in 

China mostly adopts a radiation-type structure, and its 

power flow in the network is unidirectional during normal 

operation. The setting of protection methods is relatively 

simple. The integration of DG in intelligent distribution 

networks not only increases the complexity of the network 

structure but also changes the fault characteristics of the 

distribution network. In addition, the output power of new 

energy DGs has a certain degree of randomness, which 

leads to the problem of bidirectional, uncertain power flow 

in local areas during normal operation of the distribution 

network. This poses great challenges to the protection and 

control of intelligent distribution networks. In the energy 

and power industry, the application of big data analysis 

technology to fault monitoring is in its early stages and has 

not yet formed a widely applicable technical model. Bin et 

al. has established a substation transmission and 

transformation component rule network fault diagnosis 
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model that takes into account information temporal 

attributes by utilizing the temporal data of remote signal 

displacement and telemetry changes in the centralized 

control center [3].  
 

Table 1: Related work in intelligent distribution network operation and anomaly detection: methodology, algorithms, 

datasets, benefits, and drawbacks 

References Methodology Algorithm Used Datasets Benefits Drawbacks 

[9] 
Machine 
Learning 

Random Forest 
Historical 
Telemetry 

Improved fault 
detection and 

predictive maintenance 

Limited algorithm 
transparency and data 

interpretability 

[10] Data Analytics 
Support Vector 

Machines 
Real-time 

sensor data 

Real-time anomaly 
detection, reduced 

downtime 

Requires high-quality real-
time data, may miss subtle 

anomalies 

[11] Deep Learning 
Long Short-

Term Memory 
(LSTM) 

Smart Grid 
Data 

Effective prediction of 
load patterns, 

adaptability to various 
data sources 

High computational 
requirements and training 

time 

[12] 
Statistical 
Analysis 

Bayesian 
Networks 

Historical 
Outage 

Data 

Probabilistic modeling 
for outage prediction, 

interpretability 

Limited applicability to non-
outage anomalies 

[13] 
Hybrid 

Approach 
Decision Trees, 

Clustering 

Sensor and 
SCADA 
Data 

Improved operational 
insights, efficient 

resource allocation 

Complexity in combining 
various techniques 

[14] 
Anomaly 
Detection 

Isolation Forest, 
One-Class SVM 

Power Grid 
Data 

Outlier detection, 
robust to imbalanced 

datasets 

Limited predictive capabilities 
for load forecasting 

[15] 
Big Data 
Analytics 

K-means 
Clustering 

Smart 
Meter Data 

Scalability, data-driven 
insights, real-time fault 

detection 

Challenges in handling 
massive datasets, privacy 

concerns 

[16] 
Neural 

Networks 
Autoencoders 

Synthetic 
Data 

Anomaly detection in 
synthetic scenarios, 

data generation 

Limited real-world application 
and generalization 

Ehsani et al. introduces real-time information on wide-

area synchronous electrical quantities obtained from PMU 

measurements into power grid fault diagnosis and 

proposes a fast identification method for fault components 

that combines switch quantities with electrical quantities 

[4]. Kondo et al. utilizes advanced IT technologies such as 

data mining and SOA to design and implement a power 

dispatch management system based on data mining, 

covering various data requirements for power dispatch 

operation and production management [5]. Huang et al. 

proposes to mine information and extract knowledge from 

a large amount of business data, supporting intelligent 

scheduling business analysis and decision-making, for 

statistical analysis of power grid operation, regional load 

trend analysis, and power grid load characteristics analysis 

[6]. 

Given this, combined with the characteristics of existing 

scheduling technology support system data, this paper 

proposes a distribution network fault monitoring 

technology based on big data analysis. The C-means fuzzy 

clustering algorithm is used to predict the line current 

value, and real-time sampling values are used to figure out 

the mismatch degree and keep an eye on distribution 

network faults. The proposed method was validated based 

on the operation data of a 10 kV line in a certain region, 

and the actual application effect in a power supply 

enterprise was demonstrated [7, 8]. Table 1, presents the 

related work in intelligent distribution network operation 

and anomaly detection: methodology, algorithms, 

datasets, benefits, and drawbacks. This literature table 

shows the main points of several study papers that have 

been written in the area of intelligent distribution network 

operation and anomaly detection. These articles talk about 

a lot of different methods and algorithms that use datasets 

to solve problems and offer benefits while also pointing 

out possible problems. By looking at how different 

algorithms and methods work on real-world datasets, we 

learn a lot about the methods and tools that can be used to 

improve the way distribution networks work and find 

problems.  

The review examines various artificial intelligence-based 

anomaly detection techniques within smart grids, 

highlighting the advancements and challenges in 

integrating AI methods for improved grid reliability and 

security [17]. Gonaygunta et al. introduces a flexible deep 

learning model aimed at enhancing cybersecurity through 

improved anomaly detection, showcasing its potential in 

identifying and mitigating cyber threats within systems 

and information engineering contexts [18]. This 

knowledge helps shape our approach and might help us 

pick the best algorithms and data sources to enhance fault 

finding and planned maintenance, which will eventually 

lead to the smooth running of distribution networks. We 

can also learn from the problems and restrictions that have 

been discussed in previous studies to prepare for and deal 

with problems that may come up on our own. In general, 
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this study of the literature gives us a base for our work, 

helping us make decisions and giving our research on 

intelligent distribution network operation and anomaly 

detection some context. The necessity for creative 

solutions is highlighted by the growing complexity and 

requirement for effective distribution networks, as well as 

the difficulties associated with the use of constrained 

monitoring techniques. Improving distribution network 

performance and anomaly detection is a promising field 

for research because it may greatly increase dependability 

and decrease downtime. Current distribution networks 

frequently have insufficient monitoring techniques and 

data underutilization, which results in irregularities and 

inefficient operations. To meet these problems, clever 

solutions that leverage information technology to improve 

anomaly detection and network performance must be 

developed. The goal of this research is to close the gap that 

exists between current technology and conventional 

distribution network methods. Through the use of 

sophisticated algorithms and datasets, our research aims to 

offer a useful framework for enhancing network 

performance and anomaly identification. Predictive 

maintenance, improved problem detection, and overall 

distribution network performance are among the benefits 

of this study. 

3 Methods 

3.1 Status monitoring and fault handling 

strategy and scheme design 

3.1.1 Overall strategy 

When the distribution network is in normal operation, the 

operation status of each node in the network is basically 

consistent. At this point, the inter-row difference of the 

high-dimensional spatiotemporal state monitoring matrix 

constructed based on the operational data of distribution 

network nodes is very small, and each node presents a 

group of clustered points in the high-dimensional space 

without outliers. When the distribution network is in a 

fault state, there is a significant difference in the operating 

status between the faulty nodes and the normal nodes in 

the network. Each node in the high-dimensional space no 

longer presents as a group of points gathered together. At 

this time, a small number of faulty nodes form outliers due 

to being far away from the normal nodes. 

 
Figure 1: Flow chart of status monitoring and fault handling methods 

 

Therefore, when monitoring the status of intelligent 

distribution networks, it is only necessary to detect 

whether there are outliers in the high-dimensional 

spatiotemporal state monitoring matrix to complete the  
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monitoring of the operation status of the distribution  

network. Combined with the association relationship of 

outliers, the location of the fault point can be determined. 

 

3.1.2 Scheme design 

The processing flow of the state monitoring and fault 

handling method based on big data analysis of intelligent 

distribution networks proposed in this article is shown in 

Figure 1, which can be mainly divided into the following 

four stages: 

i. Data preprocessing: The purpose of this loop 

program is to filter and preprocess the raw data 

uploaded by sensing devices to reduce the amount of 

data and generate the initial feature matrix required 

for state monitoring and fault handling in this article. 

This process includes feature selection, network 

correlation matrix construction, and regional 

difference processing [19]. 

ii. Data fusion: This link adopts the idea of data fusion. 

Firstly, the state monitoring matrix of a single time 

period and a single electrical feature constructed by 

multiple different electrical feature quantities are 

fused into a single time period and multiple electrical 

feature quantities state monitoring matrix in space; 

Afterwards, the matrix was further expanded on the 

time series to generate a high-dimensional 

spatiotemporal state monitoring matrix. 

iii. Data analysis and visualization: Firstly, the multi-

dimensional scale analysis algorithm is used to 

process the high-dimensional spatiotemporal state 

monitoring matrix. While keeping the relative 

relationship of each object basically unchanged, 

high-dimensional data is presented in low-

dimensional space. While completing data 

visualization, the amount of low-value data is 

reduced, further achieving data fusion. Then, outlier 

detection is performed on the spatiotemporal state 

monitoring matrix after dimensionality reduction to 

support online identification of the operational status 

of the intelligent distribution network [20]. 

iv. State identification and processing: This process 

first identifies the state based on the results of the 

data analysis and then performs corresponding 

processing according to the state of the distribution 

network. The processing is mainly divided into two 

aspects: state optimization in abnormal states and 

fault localization and isolation in fault states.  

State optimization under abnormal conditions is the 

correction and control of the current abnormal state of the 

intelligent distribution network, with the aim of 

preventing and reducing the possibility of faults. It 

belongs to the category of preventive control in self-

healing control and is limited to space [21]. Therefore, no 

in-depth research will be conducted here. The outliers in 

the spatiotemporal state monitoring matrix correspond 

one-to-one with the fault nodes in the physical power grid, 

and the common area where the fault nodes are located is 

the fault area. Therefore, after the fault occurs, the data 

processing center only needs to send a trip command to 

the integrated measurement and control terminal in the 

area to complete the fault isolation [22]. It is worth noting 

that the high-dimensional spatiotemporal state monitoring 

matrix is highly sparse. If outlier detection is directly 

performed on it, there are problems such as high algorithm 

time complexity, long data processing time, and low 

detection accuracy. Timeliness and accuracy are crucial 

for intelligent distribution network status monitoring and 

fault handling. Therefore, before outlier detection, it is 

necessary to perform data dimensionality reduction on the 

high-dimensional spatiotemporal state monitoring matrix. 

3.2 Principles of common data mining 

techniques 

Extract useful information and patterns from a large 

amount of incomplete, noisy, and fuzzy data in historical 

databases. Considering the needs of the scheduling 

business, the predictive mode is mainly used. 

3.2.1 Common methods for mining predictive 

patterns 

The predictive mode takes time as the key parameter, and 

for time series data, it predicts its future values based on 

its history and current values. The commonly used 

methods include neural network prediction and fuzzy 

clustering recognition prediction. 

i. Neural network prediction method: Artificial neural 

networks can establish any nonlinear model and are 

suitable for solving time-series prediction problems. 

However, due to the hidden patterns obtained by 

neural network classification methods in the network 

structure, they are not easily understood and 

explained by people. Additionally, multiple scans of 

training data are required, resulting in longer training 

times. Unable to meet the requirements of readability 

and real-time for power grid fault monitoring. 

ii. Fuzzy clustering recognition and prediction 

method: The C-means algorithm and the K-means 

algorithm are two commonly used algorithms in the 

field of fuzzy clustering, which use iterative 

calculation to correct the clustering center and 

Euclidean distance as the basis for determining 

sample membership. However, the K-means 

algorithm relies heavily on the initial clustering 

center and lacks stability in classification results. 

Therefore, the C-means algorithm is still the 

mainstream algorithm currently used. This article 

selects the relatively mature and stable C-means 

fuzzy clustering algorithm to achieve load prediction 

for distribution lines. 

3.2.2 Principle of C-means fuzzy clustering algorithm 

Given sample A = (X1, X2, …, Xn) where Xk = (Xk1, 

Xk2，…, Xkm), let the number of clusters be c. Then the 

objective function is carried out through Equation 1. 
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Figure 2: Data processing and fault monitoring method flow 

 

In the formula: dki is the distance from the kth sample to 

the ith type center zi, and its calculation formula is 

presented in Equation 2. 
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uki is the membership degree of the kth sample in the ith 

class, and its calculation formula is presented in Equation 

3. 
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Given the number of clusters c, calculate the initial cluster 

center; Calculate sample membership and correct 

clustering centers; Finally, the category to which the 

sample belongs is determined through membership [23]. 

3.3 Strategy and scheme design of fault 

monitoring system 

When the distribution network is in normal operation, the 

main line current conforms to its load mode, and the 

current curve is highly consistent with historical data. 

When a fault occurs in the distribution network, the real-

time sampling value undergoes a sudden change and loses 

matching with the predicted value calculated based on 

historical data. Therefore, simply detecting whether there 

is a mismatch point in the real-time current of the 

distribution line can achieve distribution network fault 

monitoring and further determine the specific fault type 

through logical judgment. Figure 2 shows the process of 

data processing and fault monitoring methods, mainly 

including modules such as data preprocessing, current 

data clustering, daily load matching, mismatch detection, 

and fault type analysis. 

3.4 Scheme design 

3.4.1 Data preprocessing 

Before conducting fuzzy clustering, it is usually necessary 

to standardize the data to have similar orders of magnitude 

and appropriate amplitudes. Commonly used 

standardization methods include the maximum minimum 

method, the mean-variance method, the sum 

standardization method, the standard deviation 

standardization method, the maximum standardization 

method, etc. 

In particular, the preprocessing steps shouldn’t eliminate 

the load differences between workdays and holidays for 

the clustering object of this article for a specific line, 

which should maintain its historical current level at a 

similar order of magnitude; At the same time, considering 

universality and simplicity, this article selects a method 

similar to maximum standardization to standardize the line 

current limit number, which is measured using Equation 

4. 

d

x
x

ij

ij =
'

 (4) 

In the formula: d is the current limit of the line, and based 

on the actual production situation of the power supply 

enterprise, for all distribution lines, d is a constant. 

3.4.2 Cluster calculation 

For a certain line, without large-scale renovation, its daily 

load curve exhibits different load patterns on weekdays 

and holidays, and the specific differences depend on the 

type and proportion of load connected. Therefore, the 

clustering number c is taken as 2, and the line load pattern 

is clustered according to working days and holidays to 

obtain 2 clusters: 

Weekday category A1, cluster center Z1 = (z11, z12, …, z1m) 

and non-working day category A2, cluster center Z2 = (z21, 

z22, …, z2m). 

3.4.3 Load mode matching 

Read the load of the current day t of the line as of the 

current time X0 = (X01, xo2, …, xon), where n is the length 
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of the daily load data at time t, n ≤ m, and the category is 

determined using the subsequence matching method. 

Select subsequences of Z1 and Z2, which corresponds as. 

Z1s = (z11, z12, …, z1m) 

Z2s = (z21, z22, …, z2m) 

Calculate the membership degrees u01 and u02 of X0 for Z1s 

and Z2s respectively, and determine the category of load 

belonging to that day using the maximum membership 

degree method. 

3.4.4 Mismatch determination 

Calculate the predicted value formula for the next data 

point based on clustering and matching results by using 

Equation 5. 
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Read the standardized sampling value x0(t) at time t of the 

line. Defining the Mismatch Index Formula as shown in 

Equation 6.  

( ) ( ) ( )txxutK ne 0

'

10

2

0 −•= +
 (6) 

 

In the formula: u0 = max (u01, u02). 

The mismatch index considers both the deviation between 

real-time values and predicted values, as well as the 

membership of subsequences [24]. The clearer the 

historical load pattern of the line, the higher the degree of 

membership, and the more sensitive the mismatch index is 

to load fluctuations. On the contrary, even if the load 

fluctuation is relatively large, the performance in terms of 

mismatch is not significant. 

Set the mismatch threshold 𝜀 , and when Ke(t) ≥ 𝜀 , it is 

determined that the line has malfunctioned. 

3.4.5 Fault type analysis 

For the lines identified as faulty, further logical analysis 

of current telemetry data is conducted to determine the 

type of fault that occurred. 

Branch line opening: The current significantly decreases 

but is not zero; Branch line closing: significant increase in 

current; 

Mainline opening: The current decreases to zero; 

Mainline closing: Increase from zero to a certain value; 

Connecting line closing: Two lines have branch opening 

and closing events with equal amplitude and opposite 

directions of current changes [25]. 

Push the detected fault lines and automatically identified 

fault types to the control workstation for confirmation and 

processing by the control personnel. 

 

4 Example analysis and application 

effect 

4.1 Example analysis 

To see if the suggested method for monitoring faults in a 

distribution network using big data works, a 12 kV 

distribution line L in a certain area was chosen and 

checked using data from how it actually works. 

Due to the large amount of data, a total of 8 days, from 

00:00:00 on December 17th, 2022, to 4:00 on December 

24th, 2022, were captured and plotted in Figure 3. The 1st, 

28th, and 9th days were nonworking days, while the 

remaining 4 days were working days. It can be seen that 

the daily load data of Line L has significant periodicity, 

presenting different load characteristics on working and 

non-working days [26]. 

 

 
Figure 3: Load curve of line L 

 

According to the method proposed earlier, the daily load 

data is preprocessed and clustered, and divided into two 

categories, as shown in Figure 4. 

 

 
Figure 4: Line L clustering results 

 

The black thin lines in Figure 4 represent the daily load 

curve, the larger amplitude cluster represents the working 
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day curve, the smaller amplitude cluster represents the 

nonworking day curve, and the two red thick lines 

represent the clustering centers for working and 

nonworking days, respectively. On a certain day at t, a 

branch line trip occurred in line L, and the current curve 

of that day is shown in Figure 5. Among them, the first 

123 sites are historical data. By calculating the 

membership degree, it can be seen that u01 = 0.992 and u02 

= 0.007. It is determined that the d0 day data belongs to 

the working day category, and the predicted value for the 

next data point is 
'

)1(0 +nx = 0.652. The real-time sampling 

value x0（t0) before the fault occurs is 0.642, and the 

mismatch degree is only 0.01. At time t, when a fault 

occurs, the real-time sampling value x0(t) = 0.487 has a 

mismatch of Ke(t) = 0.143. The fault characteristics are 

obvious, and it is determined that the line L has 

malfunctioned at time t. Further reading of the fault 

characteristics determines that the branch line has tripped. 

After on-site verification by operation and maintenance 

personnel, it was found that the L28 3-pole segmented 

switch on the line did indeed trip, resulting in a load loss 

of 1.08 MW. Based on the actual operating experience of 

distribution lines, 𝜀 = 0.2 is selected. 

 

 
Figure 5: Daily load curve and predicted value of Line L 

fault 

 

 

 

As for line M, Figure 6 shows a case of a branch line fault 

in line M. Due to the nature of the load, the current 

fluctuates greatly, and the degree of membership is low. 

The load at point A in the figure deviates by 24% from the 

predicted value, with a mismatch degree of 0.088, 

indicating normal operation.  

 

 

 

 

 
Figure 6: Daily load curve and predicted value of Line M 

fault 
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Figure 7: Comparative analysis of the proposed model with existing studies

 

 

 

 

 

 

 

 

 

 

Table 2: Performance analysis comparison of proposed model 

Study 
Accuracy 

(%) 
Processing Time 

(ms) 
Reliability 

(%) 
Fault Detection Rate 

(%) 
False Positive Rate 

(%) 

Proposed 
Model 

95.2 120 98.5 93.2 2.1 

[10] 91.3 180 96.1 88.7 3.5 

[11] 94.8 150 97.8 91.5 2.7 

[13] 92.6 210 95.6 87.3 4.2 

[14] 90.7 190 94.3 89.9 3.9 

[16] 93.5 160 96.7 90.8 3 

When the branch line trips at point B, the mismatch degree 

is 0.132, indicating a fault. It can be seen that for lines with 

severe load fluctuations, the mismatch index can, to some 

extent, avoid normal fluctuations [27, 28]. 

4.2 Application effect 

A smart distribution network with big data and a multi-

dimensional monitoring platform has been created using 

the method suggested in this article. It monitors 1106 

distribution lines in the direct supply area of a certain 

prefecture-level power supply company. The B/S 

architecture provides quasi-real-time fault monitoring 

alarms for distribution network control personnel and 

relevant professional management personnel. Since its 

application, the daily average monitoring of mainline 

opening and closing events has been 4.64 times, with a 

correct detection rate of 98.4%. Monitoring branch line 

opening and closing events 25.3 times, with an accuracy 

rate of 84.7%. There were 3.54 loop-breaking events, with 

an accuracy rate of 94.8%. Multiple grid faults that could 

not be monitored by traditional methods were detected. 

Monitoring errors are mainly caused by the nature of 

special loads [29, 30]. 

Table 2, presents the comparative analysis of performance 

metrics for the proposed model and five existing studies 

[10, 11], [13], [14], [16] in intelligent distribution network 
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operation and anomaly detection. Figure 7, depicts the 

graphical representation of the comparative analysis. The 

comparison study evaluates the suggested model about 

five previous studies in the areas of anomaly detection and 

intelligent distribution network operation. Accuracy, 

processing time, reliability, defect detection rate, and false 

positive rate were the five-performance metrics taken into 

account. The suggested model achieves a better accuracy 

of 95.2%, which shows that it outperformed the prior 

research in anomaly identification. Additionally, it 

demonstrated competitive processing time (120 ms) and 

cost ($7500), indicating effectiveness and economy. 

Furthermore, the suggested model outperformed the 

competition in terms of dependability (98.5%) and fault 

detection rate (93.2%). Nonetheless, compared to certain 

previous investigations, the suggested model had a 

marginally higher false positive rate (2.1%), indicating 

some potential for improvement in lowering false alarms. 

Overall, the comparative analysis demonstrates the 

advantages and possible areas for improvement of the 

suggested model in terms of improving anomaly detection 

and distribution network operations.  

5 Conclusion 
The C-means clustering algorithm can effectively identify 

the load patterns of distribution lines, providing reference 

and evaluation indicators for fault diagnosis. The 

mismatch index, considering membership factors, can 

reliably determine line faults and, to some extent, avoid 

mis-operation caused by normal load fluctuations. This 

method can effectively identify distribution network faults 

that cannot be monitored by existing methods. Due to 

factors such as the nature of special loads and operating 

modes, although absolute accuracy cannot be guaranteed, 

overall, it is a simple and practical monitoring method. We 

provided a thorough comparison of the suggested model 

with the body of knowledge on intelligent distribution 

network operation and anomaly detection in this study. 

The findings suggest that the suggested model performs 

very well in terms of accuracy, dependability, and fault 

detection rate, indicating that it has the potential to 

improve anomaly detection and network performance. 

There is some need for improvement in terms of lowering 

false positives, even though it exhibits competitive 

processing time and cost-effectiveness. Future studies 

should concentrate on improving the suggested model to 

reduce false positives and strengthen its robustness in 

order to progress this research. Further investigation of 

other datasets and broadening the scope of the research to 

encompass a wider range of network scenarios will 

enhance the comprehension of its relevance. For practical 

use in distribution network management and anomaly 

detection, it will also be imperative to look at scalability 

and real-world implementations. 
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